
Data share between Kaseware tenants (available
upon request and your approval, e.g. fusion centers)
Gain cost-efficiencies 
Have minimal support required from your IT
department
Get regular maintenance schedules and have the
most up-to-date version of Kaseware

Kaseware offers several Azure clouds as part of its standard offering.
Customers can choose from U.S. based commercial and Gov. Clouds, a
Texas-based TXRAMP cloud, and an EU based GDPR cloud. We manage
everything for you and our clouds scale according to the demands of
your agency or organization. 

Kaseware SaaS-Based Multi-Tenant Hosting through Azure
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Kaseware offers multiple hosting options tailored to your needs
based on budget, security and regulatory compliance requirements,
and preferences.

Hosting Options with Kaseware

Ideal If You’re Looking to:

If your agency or organization wants private hosting, we can provide
and host Kaseware through a private Azure cloud as part of our
Enterprise offering. 

Kaseware-Hosted Private Cloud through Azure

Comply with specific security or regulatory policies
Host your data in a specific region or country 
Meet compliance that does not allow for a multi-
tenant environment with other customers

Ideal If You’re Looking to:

If your agency or organization wants private hosting, and can provide
the required technical and personnel resources, you can host Kaseware
through a private cloud as part of our Enterprise offering. 

Client-Hosted Private Cloud through Azure

Leverage your existing and previous Azure
investments
Comply with the local regulatory or legal
requirements
Manage your own infrastructure and the application,
provide your organization with internal support,
maintenance, and updates. 

Ideal If You’re Looking to:

Kaseware is pleased to partner with Microsoft Azure options for US
Government customers and partners. Under the Azure Government
cloud, your data is currently hosted through Azure Government East US
region in the US. And you can feel confident that your data is secure
with their environment's FedRAMP High certification.

Microsoft Azure’s Government Cloud

Comply with specific security or regulatory policies
Host your data in a specific region or country 
Meet compliance that does not allow for a multi-
tenant environment with other customers

Note: This option requires extensive, long-term commitments from your
organization to properly host and manage the application on a frequent basis. 

Available using the Government Cloud with Kaseware. You can allow
administrators to set access controls which specify a set of rules to
define the view of data for organizational units, groups, and users in the
system. Access controls can be applied at multiple levels, including all of
the organization’s data, entity access, specific case types, specific case
numbers, and even down to the document level.

Optional Tenant-to-Tenant Sharing

Securely share data between approved
organizations or agencies
Maintain strict access controls for users, groups, and
units
Set permissions for entities, case types, and
document-level access
Enable collaboration while meeting security and
compliance needs

Ideal If You’re Looking to:

Microsoft Azure Government Cloud Ideal If You’re Looking to:


